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SecureNow FAQ 
 

 What is SecureNow? 
 SecureNow is an integrated and real-time risk-decisioning engine designed to centralize 

and simplify management while accelerating the response to security threats to ensure 
a positive digital banking experience. 

 
 Why use SecureNow? 

 As fraudsters and bad actors evolve their strategies, financial institutions need a 
solution that keeps them one step ahead in safeguarding their end users’ accounts.  
SecureNow provides both a solution and a professional service to greatly reduce the 
risk of account takeover and other compromises.  

 
 How does it work? 

 “Login Defense” will protect your identity by identifying your device to see if it has been 
seen before, check login history, uncover unwanted connections, and check for 
anomalies that you may not be aware of. 

 Based on risk rating, “Login Defense” will return of the following values: 

 
 “Out of Band” authentication allows a user to be verified via an automated text 

messages or voice call that delivers a one-time passcode that user submits to online 
banking session. 
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How to complete enrollment 
 

 
 

 Please begin by logging in with your username and password.  After successful login please proceed to 
Step 1 
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 Step 1: When you first login you will be presented with an option to set up phone number. *If you do not have a 

U.S. home number please enter 111-111-1111 to proceed.  
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 Step 2: Once phone number is added please verify authentication by receiving a call or text to phone number 

inputted and press continue.  
 Step 3: You have successfully enrolled in SecureNow! 
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Options for receiving one-time code 
 

 
 You can choose between receiving a text message or phone call 
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 You can also choose email if you don’t have access to your phone 

 
 You have the option to receive a one-time passcode via your registered email.  This passcode is valid for 15 minutes and 

you get 3 attempts to enter the correct passcode. 
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Possible Scenarios 

 Scenario 1: Above shows a scenario where you have been locked out due to incorrect phone passcode. 
 You will have 5 attempts to input correct phone passcode before you are locked out. 
 After 5 attempts you will see this screen 
 For assistance with unlocking your account please contact Treasury Management Support at: TMC Hotline: 888-

889-8369 or TMC Email: tmcsupport@ctbcbankusa.com 
 

 

 Scenario 2: Above shows a scenario where you have been logged off due to incorrect email passcode. 
 If you fail email passcode authentication you can try again and attempt email again.  You are NOT locked out. 
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Mobile App Enrollment 

            If you are a current Retail Online new SecureNow enrollment will look as follows: 

1: First Login                  2: Challenge Question                                          3: Setup Mobile Phone 
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4: Verify Code                                   5: Successful Login       
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If you are a new Retail Online user enrollment with SecureNow will look as follows: 

 

1: Enrollment                                   2: Setup Phone/Email                          3: Terms & Conditions 

   
 
4: Verify Code      5: Mobile Alerts       
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 Future logins will look as follows: 
 
 
 
 

1: Future Logins                   2: Verify Code                                    3: Successful Login 
 

   
 
 
 
 
 
 
 
 
  
 
 
 
 
 
 
 
 
 
 




